
Multiple levels of progressive 
lessons from basic vocabulary 

with enough depth to challenge 
Security Champions plus topic 

areas not covered by other 
providers (ie, AI/LLM).

TECHNICAL DEPTH OF CONTENT

Modules lean towards assessing 
existing knowledge and focus less 
on instruction.

Conversational podcast-style 
videos featuring industry experts.

VIDEOS WITH IMPACT Brief videos are animated and 
designed to complement other 
training activities.

Multiple types of lessons that 
require coding in a live web app to 

apply learned concepts. Coding 
exercises are tied to lessons to 

reinforce learning. 

HANDS-ON TRAINING Limited library of hands-on  
coding labs with most modules 
only requiring a selection  
between code snippets  
without code writing.

Customizable pre-built paths 
for more than 12 discrete 
development team roles.

CUSTOMIZABLE ROLE-SPECIFIC 
 LEARNING PATHS

Pre-built learning paths address 
basic learning requirements. Very 
little content available for non-
developers which are required by 
PCI DSS and other regs.

Tournament participants can 
include developers and all 

other roles. Leaderboard for 
lesson completion in addition to 

tournament results.

GAMIFICATION
Tournament content is the same 
as educational lessons with strong 
usability and reporting.

Purpose-built function for tracking 
Security Champion practical 

hands-on activities. 

SECURITY CHAMPION  
PROGRAM MANAGEMENT No function for managing security 

champion activities.

Reporting that can be filtered on 
any user property and reports that 

show knowledge improvement.

ANALYTICS & INSIGHTS Interactive reports that  
measure individual, team, and 
company performance.

Every customer receives an 
assigned CSM who help you 

follow our guide for running an 
effective program. Learners have 

access to in-app chat during 
business hours. 

CUSTOMER SUCCESS  
AND SERVICE

Larger customers receive an 
assigned CSM who will respond to 
requests from customers.

Platform logo customization and 
three pre-built themes and ability 

to create your own theme that 
permeates the learner interface 

and all reporting.

PLATFORM CUSTOMIZATION

Supports platform logo 
customization.

SOC2 compliant to protect data, 
SSO and SCIM support for easy 

user management, WCAG support 
across all lessons.

ENTERPRISE-GRADE FEATURES
SSO and SCIM support, WCAG 
support on assessments only.
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